POLITICA DE PRIVACIDAD Y
PROTECCION DE DATOS

DIGITAL LEVEL SERVICES Ultima actualizacion: 31 de diciembre de 2025

Eslogan: En Dios Confiamos

1. DECLARACION DE COMPROMISO (Estandar ISO/IEC 27001)

En DIGITAL LEVEL, la confidencialidad y la integridad de la informacién son los pilares de
nuestra operacion. Bajo estandares de seguridad blindada, implementamos controles técnicos
y administrativos para garantizar que los activos de datos de nuestros usuarios estén
protegidos contra accesos no autorizados y procesamiento ilicito.

2. RECOPILACION Y NATURALEZA DE LOS DATOS

Para la prestacién de nuestros servicios de monitoreo P2P y formacion académica,
recolectamos las siguientes categorias de datos:

e Identificadores Personales: Nombre de usuario, nimero de contacto (WhatsApp) y
direccion de correo electronico para gestion administrativa.

e Datos Operativos de Enlace: Claves de API (APl Keys) de Binance con permisos
estrictamente limitados a "Solo Lectura" (Read-Only), imposibilitando cualquier retiro o
transferencia de capital.

e Logs de Sistema: Datos de navegacion y actividad dentro de la plataforma para
optimizacion de la experiencia del usuario.

3. FINALIDAD DEL TRATAMIENTO (Protocolo de Insights)

De acuerdo con nuestra arquitectura de "Sincronizacion Total", los datos se procesan
exclusivamente para:

e Inteligencia de Negocio: Generacion de reportes analiticos de rendimiento y
exportacion de Insights Reales para el control financiero del usuario.

e Vigilancia Activa: Ejecucion del sistema de notificaciones criticas via Telegram o
Discord sobre el estado de las operaciones P2P.

e Gestidon Educativa: Administracién y control de acceso a los modulos exclusivos de la
Masterclass P2P Pro y gestion de operadores.

4. SEGURIDAD DE LA INFORMACION Y FIREWALLS



Nuestra infraestructura cuenta con una arquitectura de Seguridad Blindada que incluye:

Cifrado de Extremo a Extremo: En todas las comunicaciones de datos operativos.
Protocolos de Acceso Restringido: Auditorias de integridad permanentes y firewalls
de ultima generacion para prevenir brechas de seguridad.

e Transparencia Total: Sistema tipo 'Tracker' que organiza la informacion sin necesidad
de acceso a contrasefas sensibles ni codigos 2FA.

5. TRANSFERENCIA Y DIVULGACION A TERCEROS

DIGITAL LEVEL mantiene una politica estricta de no comercializacion de datos. No
transferimos, vendemos ni compartimos informacion personal con terceros para fines
publicitarios o de prospeccién comercial.

6. DERECHOS ARCO (Acceso, Rectificacion, Cancelacion y Oposicion)

El usuario, como titular de los datos, mantiene el control absoluto sobre su informacion y puede
ejercer sus derechos en cualquier momento:

e Desvinculaciéon Inmediata: Revocacion de permisos de API y eliminacion de registros
operativos.

e Derecho al Olvido: Solicitud de borrado total de la base de datos a través de nuestro
canal oficial: digitallevelservices@gmail.com.

7. CONTACTO CORPORATIVO
Para cualquier consulta relacionada con esta politica o el tratamiento de sus datos:

e Domicilio: PACE, FL 32571.
o Teléfono: (448) 204-5984.
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